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Course Qutcome

Outline model for network security and cryptographic
algorithms to prevent attacks on computer and computer
security.

Demonstrate symmetric and asymmetric key ciphers for
messaging end to end encryption used in different types of
cryptographic algorithms

Make use of tools and protocols used in message
authentication and hashing functions for every day
computing to remine secure

Choose appropriate architecture and protocols used in

email and IP security to praotect against attackers and
intruders

Select firewalls to provide web security as case study in
cryptography and network security

Utilize cryptographic and security algorithms to enhance
defence against cyber attacks and to improve organization
working culture.
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CO3: Problems on security issues in message transfer will be provided to enhance student skills in usage of tools in message authenticatiol
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CO6: Real time problems on cyber attacks will be provided as case studies to make student understand importance of cryptographic

algorithms .
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